About this course

Focusing on the areas of applied cryptography, system security, and the principles and practices of network security, this course explores the necessary tools, techniques, and concepts of network security for modern computer networks. The course’s coverage of advanced network security includes both cutting-edge technologies and research topics, primarily at the MAC layer and above. The course not only provides students with exposure to burgeoning areas of network security but also hands-on experience using the tools essential for computer network and cybersecurity today and in the future.

Specific topics covered include:

- Public key and symmetric key based cryptography
- Access control models
- Network security policies
- Authentication protocols
- Secure protocol standards
- Public Key Infrastructure and its development trends
- Virtual Private Network and its restrictions
- Attack graphs and attack trees
- SDN/NFV based Security Solutions
- Cloud network security
- ML and AI for computer network security
- Moving target defense in computer networks
- Key management (Public key, shared key, group key, distributed key management)

Required prior knowledge and skills

- **Knowledge:** Basic computer network concepts such as TCP/IP, packet switching, network services architecture, network protocol stack (MAC layer and above), and basic network security concepts such as encryption/decryption, authentication, access control, identity/key management
- **Skills:** Java, Python, C/C++, HTML programming

Learning Outcomes

*Learners completing this course will be able to:*

- Explain basic security terminologies, models, architectures, and techniques.
- Apply proven methodologies to design secure networks that address enduring and emerging issues.
- Apply network security standards and cryptography algorithms.
- Document the process of designing and implementing secure networking systems.
- Build a secure networking system to counter given network attacks.
Adhere to standards of computer security ethics.
Manage a network security establishment effort.
Assess networking systems to identify security vulnerabilities.
Represent security system setup and process results in written form.
Discuss cutting-edge network security research and development.
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