CSE 545: Software Security

About this course

This course will provide students with an understanding of the theories, tools, and techniques to identify, exploit, and mitigate software security vulnerabilities in the network, binary, and web levels. Students will study, in-depth, vulnerability classes to understand how to protect software and how to secure software.

We will also cover the history of software security, and ethical considerations. This course will focus on a hands-on approach: In addition to understanding vulnerability classes, students will be required to identify and exploit vulnerabilities.

Specific topics covered include:

- History of Software Security
- Software Security Ethics
- Network Security
- Application Security
- Web Security

Technologies covered include:

- C
- x86-64 Assembly
- HTTP
- HTML
- JavaScript
- SQL
- Scripting languages

Required prior knowledge and skills

This course will be very challenging, and students are expected to learn the necessary technologies on their own time. If you are not already proficient in the following areas, consider expanding your skills in these areas and take this course at a later time.

- Experience reading technical specifications and documentation.
- Network programming skills: creating raw packets, implementing network protocols, and other foundational networking skills.
- C/C++ Programming
- Scripting language programming (Something similar to Python, Ruby, or PHP)
- Computer Networking
  - Specifically Ethernet, ARP, Routing, IP Addresses, Fragmentation, ICMP, UDP, and TCP
- Compilers
  - Linkers
  - ELF
- Operating Systems
- Computer Architecture
  - Specifically x86-64 assembly
  - System calls
- Familiarity with these tools to understand network traffic, binaries and web applications for your coursework:
  - tcpdump
  - objdump
  - gdb
  - ltrace
  - strace
  - pwntools
  - Ghidra
  - Chrome Developer Tools
  - Burp Proxy

Learning Outcomes

Learners completing this course will be able to:

- Explain the history of security vulnerabilities.
- Differentiate between ethical and unethical behavior in regards to identifying and exploiting security vulnerabilities.
- Demonstrate local network-level security attacks.
- Evaluate a local networking situation to determine appropriate attacks and the corresponding defenses.
- Analyze a binary application, describe its behavior, identify security vulnerabilities, and develop an exploit.
- Analyze a web application, describe its behavior, identify security vulnerabilities, and develop an exploit.

Estimated Workload/Time Commitment Per Week

15 - 20 hours per week

Technology Requirements

Hardware
Standard personal computer with major OS

Software and Other (programs, platforms, services, etc.)

- Reliable WiFi
- Linux Operating System, Ubuntu 18.04 64-bit with administrator capability (ability to install new software).
  - You can run this OS in a virtual machine, if it is not your main machine.
- SSH Client (PuTTY for Windows, built-in SSH client for MacOS or Linux)
- gcc compiler (build-essential package on Ubuntu).
- Access to external websites: overthewire.org, wikipedia, etc.
- Python 3 with a pip installation of swpag-client and the scapy module.
- Network traffic capture tools: tcpdump and wireshark.
- Reverse engineering tools such as objdump, Ghidra, or IDA Pro.
- A browser to access the web hacking server.
● Access to these tools for your coursework:
  ● gcc
  ● objdump
  ● gdb
  ● ltrace
  ● strace
  ● pwntools
  ● Ghidra
  ● Chrome Developer Tools
  ● Burp Proxy
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